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1   Administrator Role- Revoking Staff Access 

• The administrator can also revoke access of a staff member. To do this , the
administrator must first log in to their account.

• Once in to the portal, the administrator must click on the DECOL panel

https://dttplatformadmin.daera-ni.gov.uk/imos
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2 • Once the administrator is through to the dashboard they must click on the
‘DAERA Group’ button.

• The administrator must then click on ‘ Stay signed in and go to DAERA’ and then click
‘Continue’
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3 • The administrator must then click on the ‘Manage’ button against the team member
whose access they wish to revoke.

• The administrator will be presented with the details of the staff members account.
To delete their account and revoke their access to the Practice’s Portal, the
administrator must click ‘Delete (NAME)’s Government Gateway User ID’.
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4 • The administrator will be prompted to confirm that they want to delete the staff
member’s account and revoke their access. The administrator must click ‘Confirm’ to
proceed.

• The administrator will see a confirmation statement confirming that the staff
member’s access has been revoked. They must click ‘Continue’ to Proceed.



AVP Portal-User Guide-Administrator Role, Revoking Access- V1- July 2023 

5 • The administrator will be returned to the ‘DAERA Group’ page, where they will see
that the staff member has been removed.

• If the staff member attempts to log in using the details given to them previously,
they will be disallowed and will see this message. Creating new sign in details will not
allow them access to the portal.
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6 
************************************************************************** 

NOTE: 

It is the responsibility of the AVP (whether it be the administrator or clinical director) to 
ensure that access to their Portal is strictly controlled to ensure data protection.  

If an aPVP leaves the practice their access to the Portal must be revoked immediately 
using the process outlined above.   

************************************************************************** 


